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All students of the First Year are hereby informed that the department has organized the Online
One Day Workshop (Hands-on Session) on “Cyber Security” on date 29/1/2022 at  10:30 A.M.

The aim of this workshop is to enhance the understanding and practical skills
of participants in the field of cyber security.

Venue: Online, Google Platform
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Date: 29/1/ 2022

Name of Program- One Day Workshop (Hands-on Session) on “Cyber Security”
Resource Person: Jainam Jain ,Cyber Security Professional, Konsola Pvt Ltd.

Event Coordinator: Assistant Prof. S.G. Dhake SITRC
Participants: FE students (ESH Department)
No. of Participants: 100

Venue: Online , Google Platform

Aim:

The aim of this  workshop was to enhance the understanding and practical skills of participants in
the field of cyber security. The session intended to equip attendees with the knowledge and tools
necessary to protect digital information and manage cyber threats effectively.

Objective:

Students able to-
e o Educational Awareness: To raise awareness about the importance of cyber security in today’s
digital age.
e Skill Development: To provide hands-on training on various cyber security tools and techniques.
e Threat Mitigation: To educate participants on how to identify, analyze, and mitigate cyber threats.
e Best Practices: To share best practices in cyber security and data protection.

e Networking: To facilitate networking among participants and experts for future collaboration and
learning opportunities.

Summary

The One Day Workshop on “Cyber Security” was a significant event that brought together
individuals from diverse backgrounds to learn about the critical aspects of cyber security. The
workshop included a blend of theoretical knowledge and practical sessions, allowing participants to
gain hands-on experience with cyber security tools and techniques. The resource persons shared
valuable insights and real-world examples, making the learning process engaging and informative.

The event started with an introduction to cyber security, covering fundamental concepts and the
importance of protecting digital information. This was followed by hands-on sessions where
participants worked on various exercises related to threat detection, analysis, and mitigation. The
interactive nature of the workshop encouraged participants to ask questions and engage in
discussions, further enriching their learning experience.
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Outcome
The session was highly beneficial for the students, achieving the following outcomes:

e Enhanced Knowledge: Participants gained a comprehensive understanding of cyber security
principles and practices.

e Practical SkKills: Attendees learned how to use various cyber security tools and techniques through
hands-on exercises.

e Threat Awareness: Increased awareness of current cyber threats and how to defend against them.
e Problem-Solving Abilities: Improved ability to identify and solve cyber security issues.

e Professional Development: Enhanced professional skills and knowledge base for students and
professionals in the field of cyber security.

Conclusion

The One Day Workshop on “Cyber Security” successfully achieved its objectives by providing
participants with essential knowledge and practical skills in cyber security. The event highlighted
the growing importance of cyber security in safeguarding digital assets and provided valuable
insights into managing cyber threats effectively. Feedback from participants was overwhelmingly
positive, indicating the workshop's success in meeting its aims and objectives.

Overall, the workshop was a productive and enriching experience, contributing significantly to the
professional development of all attendees and enhancing their readiness to tackle cyber security
challenges.
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Resource person presenting his slide ob cyber security
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